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Introduction

These release notes provide clarifications and explanations for the Device Class Interface Programmer’s References Revision 3.50. Rather than updating the Device Class Interface specifications each time a new clarification is required, CEN established release notes should be developed that aggregates the clarifications and explanations. These release notes serve that purpose. The release notes will provide clarifications of problems reported to CEN which do not require functional changes. When a Device Class Interface Programmer’s Reference is updated for functional changes then all clarifications contained in these release notes at the current revision level for that Device Class will be incorporated into the new revision.

The clarification will be incorporated into the appropriate section copied from the affected Device Class Interface Programmer’s Reference and be printed as bold and underlined.

Generic Clarifications

No clarifications available.

Device Classes

Application Programming Interface / Service Provider Interface

Class Name

API/SPI

No clarifications available.
Printers and Scanners
Class Name

PTR
No clarifications available.
Identification Card Units

Class Name

IDC

No clarifications available.
Cash Dispensers

Class Name

CDM

Clarifications for WFS_INF_CDM_PRESENT_STATUS

Description
This command is used to obtain the status of the most recent attempt to dispense and/or present items to the customer transaction from a specified output position. The items may have been dispensed and/or presented as a result of the WFS_CMD_CDM_PRESENT or A customer transaction starts with a WFS_CMD_CDM_DISPENSE command and completes when the items are presented to the customer, or the transaction is cancelled by calling a command such as WFS_CMD_CDM_REJECT. A customer transaction may include multiple WFS_CMD_CDM_DISPENSE commands if the capability fwMoveItems reports WFS_CDM_TOSTACKER. Commands during the customer transaction may cause this status to change.

Other commands which can dispense items such as WFS_CMD_CDM_TEST_CASH_UNITS do not update this status. This status is not updated as a result of any other command that can dispense/present items.
This value is persistent and is valid until the next time an attempt is made to present or dispense items to the customer transaction.
Clarifications for Secure Dispense Data Parameter Example Data
WFS_CMD_API_SECURE_COMMAND

	Input Parameters
	Data Format

	…
	…

	lpvInputData


	Pointer to the WFSCDMDENOMINATION input structure for the dispense:

Example:

WFSCDMDENOMINATION.cCurrencyID[3] = “EUR”;

WFSCDMDENOMINATION.ulAmount = 50;

WFSCDMDENOMINATION.usCount = 4;

WFSCDMDENOMINATION.lpulValues = [0021];

WFSCDMDENOMINATION.ulCashBox = 0;

Pointer to the WFSCDMDISPENSE input structure for the dispense. In this case the items are not to be presented:

usTellerID = 0;

usMixNumber = WFS_CDM_INDIVIDUAL;

fwPosition = WFS_CDM_POSNULL;

bPresent = FALSE;

lpDenomination.cCurrencyID[0] = “E”;
lpDenomination.cCurrencyID[1] = “U”;

lpDenomination.cCurrencyID[2] = “R”;

lpDenomination.ulAmount = 50;

lpDenomination.usCount = 4;

lpDenomination.lpulValues[0] = 0;

lpDenomination.lpulValues[1] = 0;

lpDenomination.lpulValues[2] = 2;

lpDenomination.lpulValues[3] = 1;

lpDenomination.ulCashBox = 0;



	…
	…

	lpvOutputData
	Points to an output structure for a Dispense, i.e. a WFSCDMDENOMINATION structure.

Example:
WFSCDMDENOMINATION.cCurrencyID[3] = “EUR”;

WFSCDMDENOMINATION.ulAmount = 50;

WFSCDMDENOMINATION.usCount = 4;

WFSCDMDENOMINATION.lpulValues = [0021];

WFSCDMDENOMINATION.ulCashBox = 0;

Points to an output structure for a Dispense, i.e. a WFSCDMDENOMINATION structure.

Example:

cCurrencyID[0] = “E”;
cCurrencyID[1] = “U”;

cCurrencyID[2] = “R”;

ulAmount = 50;

usCount = 4;

lpulValues[0] = 0;

lpulValues[1] = 0;

lpulValues[2] = 2;

lpulValues[3] = 1;

ulCashBox = 0;



WFS_INF_API_SECURE_QUERY

	Input Parameters
	Data Format



	…
	…

	 lpvInputData
	LPWORD lpfwPosition (the input parameter to WFS_INF_CDM_PRESENT_STATUS)

Example:
lpfwPosition = WFS_CDM_POSNULL

*lpfwPosition = WFS_CDM_POSNULL;


	Output Parameters
	

	…
	…

	lpvOutputData
	LPWFSCDMPRESENTSTATUS lpPresentStatus (the output parameter to WFS_INF_CDM_PRESENT_STATUS)

Example:

WFSCDMDENOMINATION.cCurrencyID[3] = “EUR”;

WFSCDMDENOMINATION.ulAmount = 50;

WFSCDMDENOMINATION.usCount = 4;

WFSCDMDENOMINATION.lpulValues = [0021];

WFSCDMDENOMINATION.ulCashBox = 0;

wPresentState = WFS_CDM_PRESENTED;

lpszExtra = NULL;
LPWFSCDMPRESENTSTATUS lpPresentStatus (the output parameter to WFS_INF_CDM_PRESENT_STATUS). Example:

lpDenomination.cCurrencyID[0] = “E”;
lpDenomination.cCurrencyID[1] = “U”;

lpDenomination.cCurrencyID[2] = “R”;

lpDenomination.ulAmount = 50;

lpDenomination.usCount = 4;

lpDenomination.lpulValues[0] = 0;

lpDenomination.lpulValues[1] = 0;

lpDenomination.lpulValues[2] = 2;

lpDenomination.lpulValues[3] = 1;




Personal Identification Number Keypads (PIN Pads) 

Class Name

PIN

Clarifications for Section 3. References

Added reference:

	52. PCI PIN Transaction Security (PTS) Point of Interaction (POI) version 6.1


Clarifications for WFS_INF_PIN_CAPABILITIES

Output Param
…

fwKeyCheckModes
Specifies the key check modes that are supported to check the correctness of an imported key value. The modes available for each key may depend on security requirements of the algorithm (for example, see [Ref. 52]). The encryption algorithm used (i.e. DES, 3DES, AES, SM4) and use is determined by the algorithm type of the key being checked and security requirements. If the key size is larger than the algorithm block size, then only the first block will be used. It can be a combination of the following flags:

Value
Meaning

WFS_PIN_KCVSELF
The key check value (KCV) is created by an encryption of the key with itself.
WFS_PIN_KCVZERO
The key check value (KCV) is created by encrypting a zero value with the key.
Check Reader/Scanner

Class Name

CHK

No clarifications available.
Depository Unit

Class Name

DEP

No clarifications available.
Text Terminal Unit

Class Name

TTU

No clarifications available.
Sensors and Indicators Units

Class Name

SIU
No clarifications available.
Vendor Dependent Mode

Class Name

VDM

No clarifications available.

Cameras

Class Name

CAM
Alarms

Class Name

ALM
No clarifications available.
Card Embossing Unit
Class Name

CEU
No clarifications available.
Cash In Module

Class Name

CIM

No clarifications available.
Card Dispenser

Class Name

CRD
No clarifications available.

Bar Code Reader

Class Name

BCR

No clarifications available.

Item Processing Module

Class Name

IPM

No clarifications available.

Biometric Devices

Class Name

BIO

No clarifications available.
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